Силабус дисципліни «*Інформаційні війни»,*

|  |  |  |
| --- | --- | --- |
| № | Назва поля | Контент, коментарі |
|  | Рівень вищої освіти | *Другий (магістерський)* |
|  | Спеціальність | *281 «Публічне управління та адміністрування»* |
|  | Тип і назва освітньої програми | *Освітньо-професійна програма 281 «Публічне управління та адміністрування»* |
|  | Статус дисципліни | *Вибіркова* |
|  | Мова викладання | *Українська* |
|  | Кількість ЄКТС кредитів | *4* |
|  | Структура дисципліни (розподіл за видами та годинами навчання) | *За денною формою: лекції – 24 год, практичних занять – 32 годин, самостійна робота – 64 год.*  *За заочною формою: лекції – 8 год, практичних занять – 12 годин, самостійна робота – 100 год.* |
|  | Форма підсумкового контролю | *Екзамен* |
|  | Графік (терміни) вивчення дисципліни | *2021-2022 навчальний рік (1 курс), 2 семестр* |
|  | Цілі навчання за дисципліною | *Мета викладання навчальної дисципліни: розкриття змісту інформаційних війн як складових гібридних війн в умовах інформаційного суспільства, формування здатності виявляти та досліджувати проблеми інформаційного впливу для вирішення завдань публічного управління та адміністрування.*  *Основні завдання вивчення дисципліни:* *розкрити особливості ведення сучасних інформаційних війн, здійснення інформаційного та психологічного впливу на широкі верстви населення і навчити слухачів впроваджувати відповідні теоретичні засади і практичні методи в практику діяльності та розвитку публічного управління в Україні; ознайомити слухачів із вітчизняним та зарубіжним досвідом щодо розвитку теорії і практики у сфері ведення інформаційних війн; розширити уявлення слухачів щодо різних аспектів управління інформацією в органах публічної влади і взаємодії зі ЗМІ в процесі формування та реалізації державної інформаційної політики; навчити слухачів максимально ефективно використовувати отримані знання в процесі реформування та розвитку публічного управління в Україні.* |
|  | Результати навчання | *Компетентності (відповідно до освітньої програми)*  *ЗК01. Здатність до абстрактного мислення, аналізу та синтезу.*  *ЗК04. Здатність удосконалювати й розвивати професійний, інтелектуальний і культурний рівні.*  *ЗК05. Здатність приймати обґрунтовані рішення та використовувати сучасні комунікаційні технології.*  *ЗК07. Здатність генерувати нові ідеї (креативність).*  *СК03. Здатність організовувати інформаційно-аналітичне забезпечення управлінських процесів із використанням сучасних інформаційних ресурсів та технологій.*  *СК06. Здатність здійснювати професійну діяльність з урахуванням потреб забезпечення національної безпеки України.*  *Програмні результати навчання:*  *РН01. Знати теоретичні та прикладні засади вироблення й аналізу публічної політики, основ та технологій прийняття управлінських рішень.*  *РН03. Знати основні засади національної безпеки та уміти попереджати й нейтралізувати виклики і загрози національним інтересам України в межах своєї професійної компетенції.*  *РН06. Здійснювати ефективне управління інноваціями, ресурсами, ризиками, проєктами, змінами, якістю, застосовувати сучасні моделі, підходи та технології, міжнародний досвід при проєктуванні та реорганізації управлінських та загально-організаційних структур.*  *РН08. Уміти здійснювати ефективну комунікацію, аргументувати свою позицію, використовувати сучасні інформаційні та комунікаційні технології у сфері публічного управління та адміністрування на засадах соціальної відповідальності, правових та етичних норм.*  *РН10. Представляти органи публічного управління й інші організації публічної сфери та презентувати для фахівців і широкого загалу результати їх діяльності.*  *РН11. Розробляти обґрунтовані управлінські рішення з урахуванням питань європейської та євроатлантичної інтеграції, враховувати цілі, наявні законодавчі, часові та ресурсні обмеження, оцінювати політичні, соціальні, економічні та екологічні наслідки варіантів рішень.* |
|  | Анотація (зміст) дисципліни | *Тема 1. Історичні аспекти теорії і практики інформаційно-психологічного впливу.*  *Тема 2. Інформаційні війни як складова гібридних війн.*  *Тема 3. Основи теорії інформаційної війни.*  *Тема 4. Психологічні війни і методи їх ведення.*  *Тема 5. Проблеми захисту від інформаційних операцій і контрпропаганда.*  *Тема 6. Кібернетичні війни.* |
|  | Система оцінювання | *Самостійна робота:*  *Звіт (у друкованому, або електронному варіанті) з виконання індивідуального навчально-практичного завдання (20), презентація (20) – звіт, презентація, доповідь та обговорення.*  *Виконані усі завдання, зроблено висновки, матеріал представлено логічне та змістовно, повні відповіді на запитання та гарні навички дискусії – 40 балів*  *Є несуттєві недоліки у виконанні завдань та презентації – 30 балів*  *Певні завдання невиконані або є суттєві помилки, недоліки у висновках, неповні відповіді, або відсутня презентація завдання – 20 балів.*  *Презентація не відповідає структурі завдань, представлені лише деякі аспекти завдань, недостатній рівень володіння матеріалом – 10 балів.*  *Активність на заняттях (30). Опитування за тематикою завдань самостійної роботи. Неповна відповідь/зауваження оцінюється зниженням оцінки на 50%.*  *Підсумковий тест (30): 30 питань по 1 бали кожне, які охоплюють всі теми курсу.* |
|  | Якість освітнього процесу | *Політика курсу щодо дотримання принципів академічної доброчесності. Суворе дотримання принципів академічної доброчесності згідно до* [*Положення*](https://www.univer.kharkov.ua/docs/antiplagiat_nakaz_polozhennya.pdf) *про систему запобігання та виявлення академічного плагіату у наукових та навчальних працях працівників і здобувачів вищої освіти Харківського національного університету імені В. Н. Каразіна (введено в дію наказом ректора № 0501-1/173 від 14.05.2015 р., <https://www.univer.kharkov.ua/docs/antiplagiat_nakaz_polozhennya.pdf>).* |
|  | Сторінка курсу на платформі Moodle | *-* |
|  | Література | *Базова:*  *1. Брайант Д. Основы воздействия СМИ (Fundamentals of Media Effects) / Д. Брайант, С. Томпсон ; [пер. с англ. В. В. Кулебы и Я. А. Лебеденка]. – М. : Вільямс, 2004. – 432 с.*  *2. Державна інформаційна політика: Навч. посібник / За заг. ред.. д-ра держ. упр., проф. В.Б. Дзюндзюка. − Х.: Вид-во ХарРІ НАДУ «Магістр», 2012. − 279 с.*  *3. Назаретян А.П. Психология стихийного массового поведения: Лекции [Текст] / А.П.Назаретян. – Москва: ПЭР СЭ, 2001. – 112 с.*  *4. Новиков В. К. Информационное оружие - оружие современных и будущих войн [Текст] / В.К. Новиков. — Москва: Горячая линия-Телеком, 2013. — 264 с.*  *5. Почепцов Г. Г. Інформаційна політика : навч. посіб. / Г. Г. Почепцов, С. А. Чукут. – К. : Знання, 2006. – 663 с.*  *6. Почепцов Г.Г. Информационно-политические технологи [Текст] / Г.Г. Почепцов. – Москва: Центр, 2003. – 384 с.*  *7. Почепцов Г. Г. Информационно-психологическая война [Текст] / Г. Г. Почепцов. – Москва: СИНЕГ, 2000. – 180 с.*  *8. Почепцов Г.Г. Теория и практика информационных войн [Текст] / Г. Г. Почепцов. – Ровно: Волинські обереги, 1999. – 124 с.*  *9. Почепцов Г.Г. Теория и практика коммуникации (от речей президентов до переговоров с терористами) [Текст] / Г.Г. Почепцов. - Москва: Центр, 1998. – 352 с.*  *10. Почепцов Г.Г. Психологические войны [Текст] / Г.Г. Почепцов. - Москва: Рефл-бук; Київ: Ваклер, 2000. – 576 с.*  *11. Почепцов Г.Г. Коммуникативные технологи двадцятого века [Текст] / Г.Г.Почепцов. – Москва: Рефл-бук; Киев: Ваклер, 1999. – 352 с.*  *12. Почепцов Г. Г. Информационные войны. Основы военно- коммуникативных исследований [Текст] / Г.Г.Почепцов. — Москва: Рефл-бук, Киев: Ваклер, 2000. — 576 с.*  *13. Почепцов Г. Від Facebook’у і гламуру до Wikileaks: медіа комунікації [Текст] / Г.Г.Почепцов. – Київ: Спадщина, 2012. – 464 с.*  *14. Почепцов Г. Анатомия гибридной войны [Электронный ресурс] / Украина криминальная [сайт]. Режим доступа: http://cripo.com.ua/?sect\_id=8&aid=199931.*  *15. Почепцов Г. Новые подходы в сфере «жестких» инфовойн [Электронный ресурс] // Media sapiens [сайт]. - Режим доступу: http://osvita.mediasapiens.ua/trends/1411978127/novye\_podkhody\_v\_sfere\_zhestkik h\_infovoyn/*  *16. Почепцов Г.Г. Пропаганда и контрпропаганда [Текст] / Г.Г.Почепцов. – Москва: Центр, 2004. – 252 с.*  *17. Прибутько П.С. Інформаційні впливи: роль у суспільстві та сучасних воєнних конфліктах [Текст] / П.С. Прибутько, І.Б. Лук’янець. – Київ: Вид. А. В. Паливода, 2007. – 252 с. 11.*  *18. Caldeira F., Cruz T., Simoes P., Monteiro E. Towards Protecting Critical Infrastructures / In Richet J.-L. (ed.) Cybersecurity Policies and Strategies for Cyberwarfare Prevention. 2015. Pp. 121-165. (тема 6).*  *19. Freire M. R., Heller R. Russia’s Power Politics in Ukraine and Syria: Status-seeking between Identity, Opportunity and Costs // Europe Asia Studies. October 2018. Vol. 70(6). Pp. 1-28. (тема 2).*  *20. Freire M. R., Simao L. EU-Russia Relations and the Unravelling of the European Security Regime in the Context of the Ukraine Crisis: Understanding Diverging Perceptions / In Casier T., DeBardeleben J. (eds.) EU–Russia Relations in Crisis. 2018. Pp.159-177. (тема 3).*  *21. Freire M. R., Simao L. Turning Points and Shifting Understandings of European Security: The European Neighbourhood Policy’s Development / In Fawn R. (ed.) Managing Security Threats along the EU’s Eastern Flanks. 2020. Pp. 31-52. (тема 4).*  *Допоміжна:*  *1. Войтасик Л. Психология политической пропаганды. – М., 1981.*  *2. Волкогонов Д.А. Психологическая война. – М., 1984.*  *3. Волохов В., Лук’янов А. Технології психологічних операцій // Політика і час – 2000. – №1-2.*  *4. Гольев А. Нацистская пропаганда в годы войны // Независимое военное обозрение. – 1997. – №26*  *5. Грешневиков А. Информационная война. – М., 1999.*  *6. Григорьев М. Кто выигрывает в масс-медиа войнах // Открытая политика. – 1999. – №3-4 (34).*  *7. Гриняев С.Н. Интеллектуальное противодействие информационному оружию. – М., 1999.*  *8. Доценко Е.Л. Психологические манипуляции. – М., 1997.*  *9. Завадский И.И. Информационная война – что это такое? (начало) // Досье секретных служб. – 2000. – №2-3.*  *10. Заярна О. Як переконати масову аудиторію: психологічні чинники ефективної пропаганди // Нова політика. – 1999. – №1.*  *11. Ковалев Г.А. Психологическое воздействие: системно-экологический анализ. – М., 1989.*  *12. Конецкая В.П. Социология коммуникаций. – М.: МНУБиУ, 1997. – 304с.*  *13. Крысько В.Г. Секреты психологической войны. – Мн., 1999.*  *14. Лайнбарджер П. Психологический война. – М., 1962.*  *15. Леонов Н.С. Информационно-аналитическая работа в загранучреждениях. – М., 1996.*  *16. Литвиненко А. Хочу заставить звучать заново слово "контрпропаганда" // СБ. – 1999. – №1.*  *17. Литвиненко О. Інформаційна безпека – складова національного суверенітету // Політика і час. – 1997. – №4.*  *18. Литвиненко О. Інформаційна безпека: відтепер – ще й телекомунікації // Україна і світ сьогодні. – 1999. – №42 (29 жовтня).*  *19. Литвиненко О.В. Спеціальні інформаційні операції. – К. : НІСД, 1999. – 148 с.*  *20. Литвиненко О. Інформація і безпека // Нова політика. – 1998. – №1.*  *21. Литвиненко О. Масова свідомість: використання жорстких пропагандистських технологій у Російській Федерації (1985-1998 рр.) // Нова політика. – 1998. – №4.*  *22. Николаев В. Тайные операции ЦРУ в Косове // Новости разведки и контрразведки. – 1999. – №13-14.*  *23. Об использовании украинских СМИ в качестве инструмента психологического давления // Підтекст. – 1999. – №27.*  *24. Плэтт В. Стратегическая разведка. Основные принципы. – М.: Форум, 1997. – 376с.*  *25. Плэтт У. Информационная работа стратегической разведки. – М., 1997.*  *26. Попов М.О., Лук’янець А.Г. До забезпечення воєнної безпеки в умовах загрози інформаційної війни // Наука і оборона. – 1999. – №2.*  *27. Потеряхин А. В плену слухов // Персонал. – 2000. – №1.*  *28. Прокофьев В.Ф. Тайное оружие информационной войны. – М., 1999.*  *29. Расторгуев С.П. Информационная война. – М.,1998.*  *30. Репко С.И. Отечественный опыт ведения спецпропаганды (1918-1991).– М., 1994.*  *31. Севрюгин В.И. Специальные методы социально-психологического воздействия и влияния на людей. – Челябинск, 1996.*  *32. Серебряников В.В. Социология войны. – М.: Научный мир, 1997.*  *33. Техника дезинформации и обмана / Под ред.Я.Н.Засурского. – М., 1978.*  *34. Токов Е., Касюк А. Психологические операции вооруженных сил США в войнах и конфликтах ХХ века // Зарубежное военное обозрение. – 1997. – №6.*  *35. Фомін В.О., Рось А.О. Сутність і співвідношення понять "інформаційна безпека", "інформаційна війна" // Наука і оборона. – 1999. – №4.*  *36. Цыганков В.Д., Лопатин В.Н. Психотропное оружие и безопасность России. – М., 1999.*  *Інформаційні ресурси:*  *Верховна рада України. URL: http://www.rada.gov.ua.*  *Кабінет Міністрів України. URL: http://www.kmu.gov.ua.*  *Незалежне інформаційне і аналітичне агентство США. URL: http://www.washprofile.org.*  *Офіційний сайт Державної служби статистики України. URL: http://www.ukrstat.gov.ua.*  *Рада національної безпеки і оборони України. URL: www.rainbow.gov.ua.*  *Сайт Євразійського економічного співтовариства. URL: http://www.evrazes.com/ru.*  *Сайт Європейського Союзу. URL: http://europa.eu.*  *Сайт Міністерства закордонних справ України. URL: http://www.mfa.gov.ua.*  *Сайт Міністерства оборони України. URL: http://www.mil.gov.ua.*  *Сайт Організації договору про колективну безпеку. URL:* [*http://www.dkb.gov.ru/start/index.htm*](http://www.dkb.gov.ru/start/index.htm)*.*  *Сайт Організації з безпеки і співробітництва в Європі. URL:* [*http://www.osce.org*](http://www.osce.org)*.*  *Сайт Організації Об’єднаних Націй. URL: http://www.un.org.*  *Сайт Організації Північноатлантичного договору. URL: http://www.nato.in.*  *Сайт Представництва ЄС в Україні. URL: http://eeas.europa.eu/delegations/ ukraine/index\_uk.htm.*  *Сайт Президента України. URL: http://www.president.gov.ua.*  *Сайт Світової організації торгівлі. URL: http://www.wto.org.*  *ECAM-EPMI (Graduate School of Electrical Engineering), France. URL: https://www.ecam-epmi.fr/en..*  *European Centre of Excellence for Countering Hybrid Threats. URL: https://www.hybridcoe.fi.*  *University of Coimbra, Portugal. URL: https://www.uc.pt/en.*  *University of Jyv?skyl?, Finland. URL: https://www.jyu.fi/en.*  *University of Tartu, Estonia. https://www.ut.ee/en.* |
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