Силабус дисципліни
«*Протидія гібридним загрозам міжнародний та український досвід»*

|  |  |  |
| --- | --- | --- |
| № | Назва поля | Контент, коментарі |
|  | Рівень вищої освіти | *Другий (магістерський)* |
|  | Спеціальність | *281 «Публічне управління та адміністрування»* |
|  | Тип і назва освітньої програми | *Освітньо-професійна програма 281 «Публічне управління та адміністрування»* |
|  | Статус дисципліни  | *Вибіркова* |
|  | Мова викладання | *Українська* |
|  | Кількість ЄКТС кредитів | *3* |
|  | Структура дисципліни (розподіл за видами та годинами навчання) | *За денною формою: лекції – 12 год, практичних та семінарських занять – 18 годин, самостійна робота – 60 год.**За заочною формою: лекції – 10 год, практичних та семінарських занять – 12 годин, самостійна робота – 68 год.* |
|  | Форма підсумкового контролю | *Екзамен* |
|  | Графік (терміни) вивчення дисципліни  | *2021-2022 навчальний рік (2 курс), 3 семестр* |
|  | Цілі навчання за дисципліною | *Мета викладання навчальної дисципліни: формування та розвиток професійної кваліфікації здобувачів на підставі надання систематизованих знань та шляхом формування уявлення щодо міжнародного та українського досвіду протидії гібридним загрозам.**Основні завдання вивчення дисципліни: сформувати у здобувачів розуміння напрямів протидії гібридним загрозам; надати здобувачам знання щодо міжнародному досвіду та інституцій протидії гібридним загрозам в сучасному світі; засвоїти здобувачами методи протистояння гібридним загрозам національній безпеці України.* |
|  | Результати навчання | *Компетентності (відповідно до освітньої програми)**ЗК01. Здатність до абстрактного мислення, аналізу та синтезу.**СК06. Здатність здійснювати професійну діяльність з урахуванням потреб забезпечення національної безпеки України.* *СК10. Здатність приймати обґрунтовані управлінські рішення з урахуванням питань європейської та євроатлантичної інтеграції.**Програмні результати навчання**РН01. Знати теоретичні та прикладні засади вироблення й аналізу публічної політики, основ та технологій прийняття управлінських рішень.**РН02. Розв’язувати складні задачі публічного управління та адміністрування, враховуючи вимоги законодавства, виявляти правові колізії та проблеми, розробляти проєкти нормативно-правових актів для їх усунення.* *РН03. Знати основні засади національної безпеки та уміти попереджати й нейтралізувати виклики і загрози національним інтересам України в межах своєї професійної компетенції.* *РН04. Використовувати сучасні статистичні методи, моделі, цифрові технології, спеціалізоване програмне забезпечення для розв’язання складних задач публічного управління та адміністрування.* *РН06. Здійснювати ефективне управління інноваціями, ресурсами, ризиками, проєктами, змінами, якістю, застосовувати сучасні моделі, підходи та технології, міжнародний досвід при проєктуванні та реорганізації управлінських та загально-організаційних структур.* *РН11. Розробляти обґрунтовані управлінські рішення з урахуванням питань європейської та євроатлантичної інтеграції, враховувати цілі, наявні законодавчі, часові та ресурсні обмеження, оцінювати політичні, соціальні, економічні та екологічні наслідки варіантів рішень.* *РН12. Планувати і здійснювати наукові та прикладні дослідження у сфері публічного управління та адміністрування, включаючи аналіз проблематики, постановку цілей і завдань, вибір та використання теоретичних та емпіричних методів дослідження, аналіз його результатів, формулювання обґрунтованих висновків.**Додаткові результати навчання:**Здобувачі вищої освіти будуть знати: міжнародний досвід протистояння гібридним загрозам; міжнародні інституційні механізми протистояння гібридним загрозам; гібридну складову міжнародної агресії проти України; шляхи протистояння гібридним загрозам Україні.**вміти: готувати доповіді, пропозиції, аналітичний матеріал, щодо протидії гібридним загрозам – на підставі аналізу практичного досвіду, та використовуючи різні прийоми та способи; надавати пропозиції представникам органів державної влади і місцевого самоврядування щодо вибору ефективних інструментів і варіантів реалізації стратегії протидії гібридним загрозам згідно діючому законодавству; проводити аналіз нормативно-правових актів у сфері протидії гібридним загрозам; виявляти проблемні питання та вирішувати завдання щодо вироблення публічної політики у сферах забезпечення протидії гібридним загрозам.**Результати навчання сприятимуть формуванню вмінь аргументувати нові та складні ідеї щодо протидії гібридним загрозам на основі застосування міжнародного та українського досвіду.* |
|  | Анотація (зміст) дисципліни | *Тема 1. Міжнародний досвід боротьби з інформаційними війнами ІДІЛ, дезінформацією та радикалізацією**Тема 2. Діяльність Європейського центру передового досвіду з протидії гібридним загрозам**Тема 3. Діяльність Центру передового досвіду з питань стратегічних комунікацій НАТО**Тема 4. Гібридна війна Росії – загрози нового та старого типу. Слабкість системи безпеки України напередодні агресії**Тема 5. Сучасні можливості протидії гібридним загрозам системи національної безпеки України* |
|  | Система оцінювання | *Самостійна робота:**Звіт (у друкованому, або електронному варіанті) з виконання індивідуального навчально-практичного завдання (20), презентація (20) – звіт, презентація, доповідь та обговорення.**Виконані усі завдання, зроблено висновки, матеріал представлено логічне та змістовно, повні відповіді на запитання та гарні навички дискусії – 40 балів**Є несуттєві недоліки у виконанні завдань та презентації – 30 балів**Певні завдання невиконані або є суттєві помилки, недоліки у висновках, неповні відповіді, або відсутня презентація завдання – 20 балів.**Презентація не відповідає структурі завдань, представлені лише деякі аспекти завдань, недостатній рівень володіння матеріалом – 10 балів.**Активність на заняттях (30). Опитування за тематикою завдань самостійної роботи. Оцінка згідно балів, зазначений у п.5. Неповна відповідь/зауваження оцінюється зниженням оцінки на 50%.**Підсумковий тест (30): 30 питань по 1 бали кожне, які охоплюють всі теми курсу.* |
|  | Якість освітнього процесу  | *Політика курсу щодо дотримання принципів академічної доброчесності. Суворе дотримання принципів академічної доброчесності згідно до* [*Положення*](https://www.univer.kharkov.ua/docs/antiplagiat_nakaz_polozhennya.pdf) *про систему запобігання та виявлення академічного плагіату у наукових та навчальних працях працівників і здобувачів вищої освіти Харківського національного університету імені В. Н. Каразіна (введено в дію наказом ректора № 0501-1/173 від 14.05.2015 р.,* [*https://www.univer.kharkov.ua/docs/antiplagiat\_nakaz\_polozhennya.pdf*](https://www.univer.kharkov.ua/docs/antiplagiat_nakaz_polozhennya.pdf)*).* |
|  | Сторінка курсу на платформі Moodle | *-* |
|  | Література | *Базова**Hoffman F.G. Incognito Hybrid Threats: Avoiding the Alliance’s Trident. From the North Atlantic to the South China Sea. Nomos Verlagsgesellschaft mbH & Co. KG, 2021. URL:* [*https://www.nomos-elibrary.de/10.5771/9783748921011-69/incognito-hybrid-threats-avoiding-the-alliance-s-trident*](https://www.nomos-elibrary.de/10.5771/9783748921011-69/incognito-hybrid-threats-avoiding-the-alliance-s-trident)*.**Hybrid threats and their impact on European security / Koort E., et al. 2021. URL:* [*https://digiriiul.sisekaitse.ee/handle/123456789/2837*](https://digiriiul.sisekaitse.ee/handle/123456789/2837).*Гібридні загрози Україні і суспільна безпека. досвід ЄС і східного партнерства / за заг. ред. В. Мартинюка. 2018. URL: https://www.civic-synergy.org.ua/wp-content/uploads/2018/04/blok\_XXI-end\_0202.pdf.**Магда Є. В. Виклики гібридної війни: інформаційний вимір. Наукові записки Інституту законодавства Верховної Ради України. 2014. № 5. С. 138-142. URL: http://nbuv.gov.ua/UJRN/Nzizvru\_2014\_5\_29.**Білоконь М.В. Європейський вимір глобальної безпеки: значення для України. Актуальні проблеми державного управління, №2, 30.10.2020 р. URL: http://ap.kh.ua/index.php/apdu/article/view/439/601.**Співпраця заради протидії гібридним загрозам. URL: https://www.nato.int/docu/review/uk/articles/2018/11/23/spvpratsya-zaradi-protid-gbridnim-zagrozam/index.html.**Розширення інструментарію НАТО з протидії гібридним загрозам. URL: https://www.nato.int/docu/review/uk/articles/2021/03/19/rozshirennya-nstrumentaryu-nato-z-protid-gbridnim-zagrozam/index.html.**Центр передового досвіду з питань стратегічних комунікацій НАТО. URL: https://stratcomcoe.org.**Гребенюк М. В. Основи стратегічних комунікацій за стандартами НАТО : навч. посіб. К. : НУОУ ім. Івана Черняховського, 2017. 180 с. URL: http://stratcom.nuou.org.ua/wp-content/uploads/2019/11/%D0%9E%D1%81%D0%BD%D0%BE%D0%B2%D0%B8-%D1%81%D1%82%D1%80%D0%B0%D1%82%D0%B5%D0%B3%D1%96%D1%87%D0%BD%D0%B8%D1%85-%D0%BA%D0%BE%D0%BC%D1%83%D0%BD%D1%96%D0%BA%D0%B0%D1%86%D1%96%D0%B9-%D0%B7%D0%B0-%D1%81%D1%82%D0%B0%D0%BD%D0%B4%D0%B0%D1%80%D1%82%D0%B0%D0%BC%D0%B8-%D0%9D%D0%90%D0%A2%D0%9E.pdf.**Федина Софія. Особливості зовнішньої і внутрішньої політики україни у протидії гібридним загрозам. Міжнародний науковий журнал «Інтернаука». № 7 (47), 1 т., 2018. URL: http://nbuv.gov.ua/j-pdf/mnj\_2018\_7%281%29\_\_4.pdf.**Євроінтеграційний вектор розвитку та реалізація національних інтересів України: монографія / Д.В. Карамишев, Н.В. Мирна, Л.Ю. Величко та ін.; за заг. ред.. д.держ.упр., проф. Д.В. Карамишева.-Х.:Вид-во ХарРІ НАДУ «Магістр», 2021. 201 с.**Інформаційні ресурси**Web-site of Hybrid CoE* [*https://www.hybridcoe.fi/*](https://www.hybridcoe.fi/)*Glossary of hybrid threats* [*https://warn-erasmus.eu/ua/glossary/*](https://warn-erasmus.eu/ua/glossary/)*ECAM-EPMI (Graduate School of Electrical Engineering), France. URL: https://www.ecam-epmi.fr/en.**University of Coimbra, Portugal. URL: https://www.uc.pt/en.**University of Jyväskylä, Finland. URL: https://www.jyu.fi/en.**University of Tartu, Estonia. https://www.ut.ee/en.* |
|  | Матеріально-технічне, лабораторне, програмне забезпечення дисципліни | *Матеріально-технічне забезпечення відповідає ліцензійним умовам щодо надання освітніх послуг у сфері вищої світи і є достатнім для забезпечення закладом вищої освіти якості освітньої діяльності та якості вищої освіти.* |
|  | Кафедра | *Права, національної безпеки та європейської інтеграції**каб. 48-50, м. Харків, просп. Московський, 75.**тел. (057) 732-09-51 (дод. 145),**Сторіна на Facebook: https://www.facebook.com/kbuapa.LEI**e-mail: pravo.nb.ei@karazin.ua* |
|  | Розробники силабусу | *Величко Лариса Юріївна, доктор юридичних наук, професор, в.о. завідувача кафедри права, національної безпеки та європейської інтеграції;**Білоконь Михайло Вячеславович, кандидат наук з державного управління, старший викладач кафедри права, національної безпеки та європейської інтеграції.* |