Силабус дисципліни «*Інформаційна політика та цифрові технології»,*частина 1: *«Інформаційна політика»*

|  |  |  |
| --- | --- | --- |
| № | Назва поля | Контент, коментарі |
|  | Рівень вищої освіти | *Другий (магістерський)* |
|  | Спеціальність | *281 «Публічне управління та адміністрування»* |
|  | Тип і назва освітньої програми | *Освітньо-професійна програма 281 «Публічне управління та адміністрування»* |
|  | Статус дисципліни | *Основна* |
|  | Мова викладання | *Українська* |
|  | Кількість ЄКТС кредитів | *2* |
|  | Структура дисципліни (розподіл за видами та годинами навчання) | *За денною формою: лекції – 14 год, практичних занять – 16 годин, самостійна робота – 30 год.*  *За заочною формою: лекції – 4 год, практичних занять – 6 годин, самостійна робота – 50 год.* |
|  | Форма підсумкового контролю | *Екзамен* |
|  | Графік (терміни) вивчення дисципліни | *2021-2022 навчальний рік (1 курс), 1-2 семестри* |
|  | Цілі навчання за дисципліною | *Мета викладання навчальної дисципліни: розкриття змісту інформаційної політики в умовах інформаційного суспільства, формування здатності виявляти та досліджувати проблеми інформаційного забезпечення для вирішення завдань публічного управління та адміністрування з урахуванням гібридних загроз..*  *Основні завдання вивчення дисципліни: розкрити особливості формування та реалізації сучасної державної інформаційної політики і навчити слухачів впроваджувати її теоретичні і організаційно-правові засади в практику діяльності та розвитку публічного управління в Україні; розширити уявлення слухачів щодо різних аспектів управління інформацією в органах публічної влади і взаємодії зі ЗМІ в процесі формування та реалізації державної інформаційної політики з урахуванням гібридних загроз; навчити слухачів максимально ефективно використовувати отримані знання в процесі реформування та розвитку публічного управління в Україні; навчити вмінню оцінювати ефективність інформаційної політики з урахуванням гібридних загроз.* |
|  | Результати навчання | *Компетентності (відповідно до освітньої програми)*  *ЗК01. Здатність до абстрактного мислення, аналізу та синтезу.*  *ЗК04. Здатність удосконалювати й розвивати професійний, інтелектуальний і культурний рівні.*  *ЗК05. Здатність приймати обґрунтовані рішення та використовувати сучасні комунікаційні технології.*  *ЗК07. Здатність генерувати нові ідеї (креативність).*  *СК03. Здатність організовувати інформаційно-аналітичне забезпечення управлінських процесів із використанням сучасних інформаційних ресурсів та технологій.*  *Програмні результати навчання:*  *РН01. Знати теоретичні та прикладні засади вироблення й аналізу публічної політики, основ та технологій прийняття управлінських рішень.*  *РН03. Знати основні засади національної безпеки та уміти попереджати й нейтралізувати виклики і загрози національним інтересам України в межах своєї професійної компетенції.*  *РН05. Визначати пріоритетні напрями впровадження електронного урядування та розвитку електронної демократії.*  *РН06. Здійснювати ефективне управління інноваціями, ресурсами, ризиками, проєктами, змінами, якістю, застосовувати сучасні моделі, підходи та технології, міжнародний досвід при проєктуванні та реорганізації управлінських та загально-організаційних структур.*  *РН08. Уміти здійснювати ефективну комунікацію, аргументувати свою позицію, використовувати сучасні інформаційні та комунікаційні технології у сфері публічного управління та адміністрування на засадах соціальної відповідальності, правових та етичних норм.*  *РН10. Представляти органи публічного управління й інші організації публічної сфери та презентувати для фахівців і широкого загалу результати їх діяльності.*  *РН11. Розробляти обґрунтовані управлінські рішення з урахуванням питань європейської та євроатлантичної інтеграції, враховувати цілі, наявні законодавчі, часові та ресурсні обмеження, оцінювати політичні, соціальні, економічні та екологічні наслідки варіантів рішень.* |
|  | Анотація (зміст) дисципліни | *Тема 1. Інформація та її роль у розвитку інформаційного простору.*  *Тема 2. Інформаційне суспільство.*  *Тема 3. Публічне управління в інформаційному суспільстві.*  *Тема 4. Формування та реалізація державної інформаційної політики.*  *Тема 5. Засоби масової інформації в політичному процесі.* |
|  | Система оцінювання | *Самостійна робота:*  *Звіт (у друкованому, або електронному варіанті) з виконання індивідуального навчально-практичного завдання (20), презентація (20) – звіт, презентація, доповідь та обговорення.*  *Виконані усі завдання, зроблено висновки, матеріал представлено логічне та змістовно, повні відповіді на запитання та гарні навички дискусії – 40 балів*  *Є несуттєві недоліки у виконанні завдань та презентації – 30 балів*  *Певні завдання невиконані або є суттєві помилки, недоліки у висновках, неповні відповіді, або відсутня презентація завдання – 20 балів.*  *Презентація не відповідає структурі завдань, представлені лише деякі аспекти завдань, недостатній рівень володіння матеріалом – 10 балів.*  *Активність на заняттях (30). Опитування за тематикою завдань самостійної роботи. Неповна відповідь/зауваження оцінюється зниженням оцінки на 50%.*  *Підсумковий тест (30): 30 питань по 1 бали кожне, які охоплюють всі теми курсу.* |
|  | Якість освітнього процесу | *Політика курсу щодо дотримання принципів академічної доброчесності. Суворе дотримання принципів академічної доброчесності згідно до* [*Положення*](https://www.univer.kharkov.ua/docs/antiplagiat_nakaz_polozhennya.pdf) *про систему запобігання та виявлення академічного плагіату у наукових та навчальних працях працівників і здобувачів вищої освіти Харківського національного університету імені В. Н. Каразіна (введено в дію наказом ректора № 0501-1/173 від 14.05.2015 р., <https://www.univer.kharkov.ua/docs/antiplagiat_nakaz_polozhennya.pdf>).* |
|  | Сторінка курсу на платформі Moodle | *-* |
|  | Література | *Базова:*  *1. Белл Даниел. Грядущее постиндустриальное общество. Опыт социального прогнозирования / Даниел Белл ; [перевод с англ. В. Л. Иноземцева] – М. : Аcademia, 1999. – 956 с.*  *2. Брайант Д. Основы воздействия СМИ (Fundamentals of Media Effects) / Д. Брайант, С. Томпсон ; [пер. с англ. В. В. Кулебы и Я. А. Лебеденка]. – М. : Вільямс, 2004. – 432 с.*  *3. Грицяк Н. В. Державне управління в умовах розвитку інформаційного суспільства : навч. посіб. / Н. В. Грицяк. – К. : Вид-во НАДУ, 2012. – 220 с.*  *4. Державна інформаційна політика: навч. посіб. [В.Б.Дзюндзюк, О.І.Крюков, В.А.Ландсман та ін.]; за заг. ред. д.держ.упр., проф. В.Б.Дзюндзюка. – Х.Вид-во ХарРІ НАДУ «Магістр», 2012. – 344 с.*  *5. Державна інформаційна політика: Навч. посібник / За заг. ред.. д-ра держ. упр., проф. В.Б. Дзюндзюка. − Х.: Вид-во ХарРІ НАДУ «Магістр», 2012. − 279 с.*  *6. Дуцик Д. Політична журналістика / Д. Дуцик. – К. : Вид. дім „Києво-Могилянська акад.”, 2005. – 138 с.*  *7. Кін Джон. Мас-медіа і демократія / Джон Кин ; [пер. з англ. О. Грищенко]. – К. : К.І.С., 1999. – 134 с.*  *8. Почепцов Г. Г. Інформаційна політика [Текст] : навч. посіб. / Г. Г. Почепцов, С. А. Чукут. - 2-ге вид., стер. - К. : Знання, 2008. - 663 с.*  *9. Почепцов Г. Г. Інформаційна політика та інформаційні війни : навч.-метод. посіб. / Г. Г. Почепцов. – К. : Вид-во НАДУ, 2012. – 120 с.*  *10. Теоретико-методологічні засади розробки паспортів загроз національній безпеці України : моногр. / Г. П. Ситник, В. І. Абрамов, В. А. Мандрагеля, М. М. Шевченко, Л. М. Шипілова; за заг. ред. Г. П. Ситника, Л. М. Шипілової. – К. : Вид-во НАДУ, 2012. – 163 с.*  *11. Craveiro A., Oliveira A., Proenca J., Cruz T., Simoes P. A Framework for Improved Home Network Security // ECCWS-2019. 18th European Conference on Cyber Warfare and Security. Pp. 114-120. (тема 3).*  *12. Madeira H., Roque L., et al. Internet of Things / In Kott A., Linkov I. (eds.) Cyber Resilience of Systems and Networks. 2019. Pp. 381-402. (тема 1).*  *13. Nascimento D. Humanitarianism at the crossroads: Dilemmas and Opportunities of the “War on Terror” // Portuguese Journal of International Affairs. 2009. Pp. 59-69. (тема 2).*  *Допоміжна:*  *1. Бард А. Netократия. Новая правящая элита и жизнь после капитализма / А. Бард, Ян Зодерквист. – СПб : Стокгольмская школа экономики в Санкт-Петербурге, 2004. – 252 с.*  *2. Винарик Л. С. Информационная культура в современном обществе : [учеб. пособие] / Л. С. Винарик, Я. Г. Барсуцкий, А. Н. Щедрин. – Донецк : Ин-т экономики и пром-ти ; ДИЭХП, 2003. – 322 с.*  *3. Винер Н. Кибернетика и общество / Н. Винер. [пер. с англ. Е. Г. Панфилова] ; общ. ред. и предислов. Э. Я. Кольмана. – М. : Издательство иностранной литературы, 1958. – 200 с.*  *4. Новая постиндустриальная волна на Западе. Антология ; под ред. В. Л. Иноземцева. – М. : Academia, 2002. – 635 c.*  *5. Глобальні трансформації. Політика, економіка, культура / [Д. Гелд, Е. МакГрю, Д. Голдблатт, Дж. Перратон]. – К. : Фенікс, 2003. – 584 с.*  *6. Луман Н. Медиа коммуникации / Н. Луман ; [пер. с нем. А. Глухов, О. Никифоров]. – М. : Издательство „Логос”, 2005. – 280 с.*  *7. Поппер К. Відкрите суспільство та його вороги / К. Поппер. – К. : Основи, 1994. – Т. 1. – 444 с.*  *8. Потятиник Б. В. Медіа: ключі до розуміння / Б. В. Потятиник [серія : Медіа критика]. – Львів : ПАІС, 2004. – 312 с.*  *Інформаційні ресурси:*  *Верховна рада України. URL: http://www.rada.gov.ua.*  *Кабінет Міністрів України. URL: http://www.kmu.gov.ua.*  *Незалежне інформаційне і аналітичне агентство США. URL: http://www.washprofile.org.*  *Офіційний сайт Державної служби статистики України. URL: http://www.ukrstat.gov.ua.*  *Рада національної безпеки і оборони України. URL: www.rainbow.gov.ua.*  *Сайт Євразійського економічного співтовариства. URL: http://www.evrazes.com/ru.*  *Сайт Європейського Союзу. URL: http://europa.eu.*  *Сайт Міністерства закордонних справ України. URL: http://www.mfa.gov.ua.*  *Сайт Міністерства оборони України. URL: http://www.mil.gov.ua.*  *Сайт Організації договору про колективну безпеку. URL:* [*http://www.dkb.gov.ru/start/index.htm*](http://www.dkb.gov.ru/start/index.htm)*.*  *Сайт Організації з безпеки і співробітництва в Європі. URL:* [*http://www.osce.org*](http://www.osce.org)*.*  *Сайт Організації Об’єднаних Націй. URL: http://www.un.org.*  *Сайт Організації Північноатлантичного договору. URL: http://www.nato.in.*  *Сайт Представництва ЄС в Україні. URL: http://eeas.europa.eu/delegations/ ukraine/index\_uk.htm.*  *Сайт Президента України. URL: http://www.president.gov.ua.*  *Сайт Світової організації торгівлі. URL: http://www.wto.org.*  *ECAM-EPMI (Graduate School of Electrical Engineering), France. URL: https://www.ecam-epmi.fr/en..*  *European Centre of Excellence for Countering Hybrid Threats. URL: https://www.hybridcoe.fi.*  *University of Coimbra, Portugal. URL: https://www.uc.pt/en.*  *University of Jyv?skyl?, Finland. URL: https://www.jyu.fi/en.*  *University of Tartu, Estonia. https://www.ut.ee/en.* |
|  | Матеріально-технічне, лабораторне, програмне забезпечення дисципліни | *Матеріально-технічне забезпечення відповідає ліцензійним умовам щодо надання освітніх послуг у сфері вищої світи і є достатнім для забезпечення закладом вищої освіти якості освітньої діяльності та якості вищої освіти.* |
|  | Кафедра | *Публічної політики*  *каб. 41, м. Харків, просп. Московський, 75.*  *тел. (057) 732-09-51 (дод. 29),*  *e-mail: polifil1@ukr.net.* |
|  | Розробники силабусу | *Дзюндзюк Вячеслав Борисович, доктор наук з державного управління, професор, професор кафедри публічної політики;*  *Котуков Олександр Анатолійович, кандидат соціологічних наук, доцент, доцент кафедри публічної політики.* |